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First change
[bookmark: _Toc531875170]8	Conclusions
[bookmark: _Toc531875171]8.1	Conclusions for key issue #1 - Mutually exclusive access to Network Slices
Editor's note:	For the Key Issue#1, Mutually exclusive access to Network Slices, the conclusions of the study and the resulting normative specifications should describe whether and how the following aspects are covered:
-	Whether the standard support the possibility for a Network Slice (S-NSSAI) to be associated to more than one group of Network Slices for which the access to the group of Network Slices are Mutually Exclusive from each other.
-	Whether it is possible to deploy an AMF Set which supports Network Slices that are mutually exclusive from each other.
Editor's note:	START of INTERIM Table for evaluation.
8.1.1	Support for mutually exclusive access to network slices

	Key attributes
	Approach 1 (Soln 3,4,7)
	Approach 2+3 (Soln 2+5)

	Handling of UE requesting incompatible slices
	New cause code is needed for rel-16 to signal that some S-NSSAIs are rejected due to incompatibility
	The AMF uses existing rel-15 procedures.

	How is the UE aware of compatibility among S-NSSAIs so it forms a correct Requested NSSAI from the outset.
	The CN configures the UE with information that the UE uses to assess whether a S-NSSAI is compatible with other S-NSSAIs on the configured NSSAI.
The UE shall have the same per S-NSSAI compatibility information as the CN, so it can locally (e.g. by local MMI interaction outside the scope of 3GPP) form a compatible and acceptable by the user set of requested S-NSSAIs before it is sent to the network.
	The UE is preconfigured with method outside the scope of 3GPP if needed. Otherwise, can sort S-NSSAIs in priority order.

	How does the Serving PLMN understand the requested S-NSSAIs are compatible 
	Identify compatibility as a subscription attribute of the S-NSSAI so roaming partners and a PLMN can define which S-NSSAIs are compatible and map these to the Allowed NSSAI provided by NSSF to AMF or by an AMF, even if the AMF supports more S-NSSAIs the UE also subscribes to. In other words, the incompatibility among slices should not impose AMF Set deployment constraints.
	AMF sets are deployed to match each and every compatibility groups.

	Compatibility between UE and network
	The UE signals to the network whether it support Mutually incompatible slices handling.
If the UE does not support incompatible slices handling the UE is configured only with compatible Slices.
The subscription information shall include a basic set of compatible Network Slices S-NSSAIs to be used if the UE the subscriber uses does not signal support of mutually incompatible slices.
	It is assuming using rel-15 compliant UE and Rel-15 compliant network

	Support in roaming to PLMNs that are not upgraded to support handling of incompatible slices
	The subscription information sent to PLMNs of roaming partners which do not support incompatible slices handling shall only contain mutually compatible Network Slices S-NSSAIs.
	As per Rel-15 The deployment of the VPLMN has to match requirements from HPLMN as per an SLA (i.e. the VPLMN deploys AMF Sets that satisfy the SLA for compatibility Groups of the inbound roamers)



Editor's note:	END of INTERIM Table for evaluation.
Approach 2 (documented in solution 2 in clause 6.1.2) is selected for the Rel-16 work item specification work (only informative impacts to the specifications).
[bookmark: _Toc531875172]8.1.21	Enhancements for change of a set of Network Slices
It is recommended to, during normative phase, address the issue of how the UE performs a change of S-NSSAIs in the Requested NSSAI e.g. whether the UE does it always from CM-IDLE or also from CM-CONNECTED.

End of changes

